**Informativa al candidato Amministratore/Sindaco sull’uso dei Suoi dati personali**

Gentile candidato Amministratore/Sindaco,

come previsto dalla normativa sul trattamento dei dai dati personali[[1]](#footnote-1), Le forniamo di seguito alcune informazioni relative al trattamento dei Suoi dati da parte della Banca e delle Autorità di Vigilanza.

La invitiamo quindi a leggere con attenzione le informative sotto riportate ed a firmare l’allegato modulo di consenso laddove indicato.

**INFORMATIVA BANCA**

**Dati di contatto del Responsabile della protezione dei dati (DPO):**

via email: dpo@iccrea.bcc.it o

via posta ordinaria, all’indirizzo Piazza Roma, 1 – 73045 Leverano (Le) – all’attenzione del Referente Interno DPO.

**Finalità del trattamento**

I dati da Lei stesso forniti ovvero raccolti presso terzi sono trattati nel rispetto della normativa sopra richiamata e per:

1. finalità connesse all’adempimento di obblighi previsti da leggi, da regolamenti ovvero dalla normativa comunitaria nonché dalle disposizioni emanate dalle Autorità di Vigilanza, tra le quali l’attività di verifica dei requisiti di idoneità dell’esponente;
2. finalità connesse alla collocazione di Iccrea Banca nell’ambito del Sistema del Credito Cooperativo ed in particolare all’inserimento dei suoi dati personali nell’Annuario del Credito Cooperativo;
3. finalità funzionali all’attività della Banca, della Capogruppo Iccrea Banca e delle altre società appartenenti al Gruppo Bancario Cooperativo Iccrea, quali ad esempio:
* promozione di iniziative riservate agli amministratori, sindaci;
* invio di pubblicazioni;
* acquisizione di Sue immagini per la pubblicazione di libri ovvero la diffusione di notizie mediante il sito internet.

**Base giuridica del trattamento**

La base giuridica del trattamento di cui alla lettera A è la necessità di adempiere un obbligo legale al quale è soggetto il titolare del trattamento.

Per la finalità di cui alle lettere B e C la base giuridica è il consenso dell’interessato.

**Tipologia dei dati trattati**

Possono essere oggetto di trattamento i dati personali e i dati relativi a condanne penali e reati.

**Modalità di trattamento**

Per tutte le finalità sopra indicate, il trattamento dei dati personali avviene mediante strumenti automatizzati e non, con logiche strettamente connesse alle finalità stesse e, comunque, con modalità e procedure idonee a garantirne la sicurezza e la riservatezza.

**Natura del conferimento dei dati**

Per le finalità di cui alla lettera A, in particolare per l’attività di verifica dei requisiti di idoneità dell’esponente, il Suo eventuale rifiuto a fornire quindi le informazioni e i dati necessari, costituirà motivo di decadenza dalla nomina con conseguenti dimissioni dall’organo di cui Lei è parte.

Il conferimento dei dati necessari per le finalità funzionali all’attività della Banca, ovvero quelle indicate nelle lettere B e C ha invece natura facoltativa ed il Suo eventuale rifiuto a rispondere comporterebbe l’impossibilità di trattare i Suoi dati per dette finalità.

**Categorie di soggetti ai quali i dati sono comunicati**

La informiamo altresì che la Banca per lo svolgimento di talune attività comunica i Suoi dati personali alle seguenti categorie di soggetti terzi[[2]](#footnote-2):

* Iccrea Banca SpA in qualità di Capogruppo del Gruppo Bancario Cooperativo Iccrea;
* enti, società e consorzi appartenenti al Gruppo Bancario Cooperativo Iccrea e società collegate;
* società di assicurazione;
* associazioni di categoria, (per motivi di rappresentanza), al fine di consentire alle medesime la stipula di eventuali contratti, nonché al fine di mantenere un contatto diretto con gli amministratori e i sindaci;

I Suoi dati potranno altresì essere comunicati alla Federazione Italiana delle BCC-CRA e all’ECRA S.r.l. per il loro inserimento nell’Annuario del Credito Cooperativo. Per tale trattamento che comporta la diffusione dei Suoi dati, Le viene richiesta una specifica manifestazione del consenso, fermo restando che l’ambito del trattamento è limitato al territorio nazionale.

Il Titolare può trasferire i Suoi dati personali in paesi terzi ad una delle seguenti condizioni: che si tratti o di paese terzo ritenuto adeguato ex. art. 45 del Regolamento UE 679/2016 o di paese per il quale la Banca fornisce garanzie adeguate o opportune circa la tutela dei dati ex art. 46 e 47 del citato Regolamento UE e sempre a condizione che gli interessati dispongano di diritti azionabili e mezzi di ricorso effettivi. Lei potrà comunque rivolgersi alla Banca per ottenere una copia di tali dati e conoscere il luogo dove gli stessi sono disponibili.

**I diritti dell’interessato**

Informiamo, infine, che il capo III del Regolamento UE 2016/679, conferisce agli interessati l’esercizio di specifici diritti.

In particolare, lei ha il diritto di conoscere, in ogni momento, quali sono i suoi dati detenuti dal Titolare, da dove provengono, come e da chi vengono utilizzati.

Lei ha anche il diritto di fare aggiornare, integrare e rettificare i dati, se inesatti od incompleti, nonché il diritto di chiederne la cancellazione o la limitazione del trattamento e di opporsi al loro trattamento per motivi legittimi. La informiamo che ha anche il diritto di revocare il consenso al trattamento senza che ciò pregiudichi la liceità di trattamenti antecedenti alla revoca basati sul consenso precedentemente prestato.

Inoltre, ha il diritto di ricevere in un formato strutturato, di uso comune e leggibile da dispositivo automatico i propri dati personali e ha il diritto di trasmettere tali dati a un altro titolare. In tali casi il cliente, se tecnicamente possibile, ha diritto di ottenere la trasmissione diretta dei dati.

Tali diritti possono essere esercitati direttamente nei confronti della Banca, Titolare del trattamento, rivolgendo le eventuali richieste anche al DPO: via posta ordinaria, all’indirizzo Piazza Roma, 1 – 73045 Leverano (Le) – all’attenzione del Referente Interno DPO.

Resta fermo che l’interessato potrà contattare il DPO per tutte le questioni relative al trattamento dei suoi dati personali e all’esercizio dei propri diritti. L’esercizio dei diritti non è soggetto ad alcun vincolo di forma ed è gratuito, salvi i casi previsti dalla normativa in cui la Banca può stabilire l’ammontare dell’eventuale contributo spese da richiedere.

Lei ha inoltre diritto di presentare un reclamo all’autorità garante per la protezione dei dati dello Stato membro in cui risiede, lavora o si è verificata la presunta violazione.

**Periodo di conservazione dei dati personali**

La Banca conserva, di regola, i dati degli amministratori e sindaci per un periodo di dieci anni dalla cessazione della carica, salvo che sia previsto un periodo di conservazione diverso (ad esempio nel caso di contenzioso o per adempiere ad un obbligo di legge) che potrebbe essere inferiore o superiore a detto termine; in tali casi, i dati saranno conservati per un arco di tempo non superiore al conseguimento delle finalità per le quali sono trattati. Durante tale periodo saranno, comunque, attuate misure tecniche e organizzative adeguate per la tutela dei diritti e delle libertà dell’interessato.

*In duplice copia: una per l’interessato*

**Spett.le**

**Banca di Credito Cooperativo di Leverano**

**Società Cooperativa**

**Piazza Roma 1, Leverano (LE)**

**Pec: *bccleverano@pec.it***

Con la sottoscrizione della presente, io sottoscritto …………………………………………………………… dichiaro di aver ricevuto da parte della vostra società l’informativa sull’uso dei miei dati personali e di acconsentire, ai sensi della normativa sulla privacy[[3]](#footnote-3), al trattamento dei miei dati personali da parte della vostra Banca, e degli altri soggetti indicati nella predetta informativa per lo svolgimento delle attività necessarie alla gestione del rapporto.

Data, ………….. Firma: ……………………………….………………..

Barrando la seguente casella, indico inoltre la mia scelta riguardo al rilascio o meno del consenso per gli ulteriori trattamenti dei miei dati personali in relazione ad attività funzionali della Banca.

In particolare, dichiaro di acconsentire al trattamento dei miei dati da parte della Banca per le finalità di cui alla lettera B.

 SI NO

Data, ………….. Firma: ……………………………….………………..

Dichiaro di acconsentire al trattamento dei miei dati da parte della Banca per le finalità di cui alla lettera C.

 SI NO

Data, ………….. Firma: ……………………………….………………..

**INFORMATIVA AUTORITA’ DI VIGILANZA**

**Privacy Statement**

**Fit and Proper Procedure**

**Purpose and Legal Basis for the Processing of Personal Data in the Context of the Fit and Proper Procedure**

The safety and soundness of a credit institution depend on the availability of appropriate internal organisation structures and corporate governance arrangements. Council Regulation (EU) No 1024/2013 of 15 October 2013 (**SSM Regulation**)[[4]](#footnote-4) confers specific tasks on the European Central Bank (**ECB**) concerning policies relating to the prudential supervision of credit institutions on the basis of Article 127(6) of the Treaty on the Functioning of the European Union (**TFEU**).

For prudential supervisory purposes, the ECB is entrusted with the tasks in relation to credit institutions established in the participating Member States referred to in Article 4, within the framework of Article 6, of the SSM Regulation.

According to Article 4(1)(e) of the SSM Regulation, the ECB is to ensure compliance with the acts of the relevant Union law which impose requirements on credit institutions to have in place robust governance arrangements, including the **fit and proper requirements for the persons responsible for the management of credit institutions**. For the purpose of carrying out its tasks, pursuant to Article 16(2)(m) of the SSM Regulation, the ECB has also the supervisory power to remove at any time members from the management body of credit institutions who do not fulfil the requirements set out in the acts of the relevant Union law. Article 91(1) of **CRD IV**[[5]](#footnote-5) sets that members of the management body shall at all times be of sufficiently good repute and possess sufficient knowledge, skills and experience to perform their duties. Within the procedures for the supervision of significant supervised entities, Articles 93 and 94 of the **SSM Framework Regulation**[[6]](#footnote-6) lay down the rules on the assessment by the ECB regarding the compliance with the fit and proper requirements for persons responsible for managing credit institutions. In order to ensure that fit and proper requirements are met at all times, according to Article 94(2) of the SSM Framework Regulation the ECB may initiate a new assessment based on new facts if the ECB becomes aware of any new facts that may have an impact on the initial assessment of the concerned member of the management body.

**Disclosure of Personal Data**

All the required personal data is necessary to carry out the fit and proper assessment of members of management bodies’ of existing significant supervised entities. If not provided, the ECB may not assess whether the concerned managers comply with the fit and proper requirements, in order to ensure that credit institutions have in place robust governance arrangements. Therefore, it shall reject the appointment or request the dismissal of the concerned managers on that basis.

**Recipients or categories of recipients of the personal data**

In the fit and proper procedure the personal data may be disclosed, on a need-to-know basis, to the NCAs’ staff, the Joint Supervisory Teams’ staff (ECB Directorate General – Micro-Prudential Supervision I or II), ECB Directorate General – Micro-Prudential Supervision IV staff (Authorisation Division), the Secretariat of the Supervisory Board and the members of the Supervisory Board and of the Governing Council of the ECB.

**Applicable retention period**

The ECB is to store personal data regarding fit and proper applications/notifications for a period of fifteen years; from the date of application or notification if withdrawn before a formal decision is reached; from the date of a negative decision or from the date the data subjects cease to be members of the management bodies of the supervised entity in the case of a positive ECB decision. In case of re-assessment based on new facts, the ECB is to store personal data for fifteen years from the date of the ECB decision. In case of initiated administrative or judicial proceedings, the retention period shall be extended and end one year after these proceedings are sanctioned by a decision having acquired the authority of a final decision.

**Applicable Data Protection Framework and Data Controller**

Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free movement of such data[[7]](#footnote-7) is applicable to the processing of personal data by the ECB. For the purposes of Regulation (EC) No 45/2001, the ECB shall be the Data Controller.

**Data subject rights**

The data subjects of the processing of personal data by the ECB for the mentioned prudential supervisory purpose have access rights to and the right to rectify the data concerning him or herself according to Article 9 of the ECB Decision of 17 April 2007 adopting implementing rules concerning data protection at the ECB (ECB/2007/1)[[8]](#footnote-8).

**Point of contact**

In case of queries or complaints regarding this processing operation, you can contact the Data Controller at Authorisation@ecb.europa.eu, and/or the National Competent Authority at *SERVIZIO.SB1.GRUPPI\_BANCARI2@bancaditalia.it* and liberato.intonti@bancaditalia.it .

Equally, you also have the right to have recourse at any time to the European Data Protection Supervisor. The data subjects also have the right to recourse at any time to the European Data Protection Supervisor: <https://secure.edps.europa.eu/EDPSWEB/edps/lang/en/EDPS>.

**INFORMATIVA AUTORITA’ DI VIGILANZA (Traduzione di cortesia)**

**Informativa sulla privacy**

**per la procedura di professionalità e onorabilità**

**Scopo e fondamento giuridico per il trattamento dei dati personali nel contesto della procedura di professionalità e onorabilità**

La sicurezza e la solidità di un ente creditizio dipendono dalla disponibilità di adeguate strutture organizzative interne e di dispositivi di governance aziendale. Il Regolamento (UE) n. 1024/2013 del Consiglio **(Regolamento MVU)[[9]](#footnote-9)** attribuisce alla Banca centrale europea **(BCE)** compiti specifici in merito alle politiche in materia di vigilanza prudenziale degli enti creditizi in base all'articolo 127, paragrafo 6 del Trattato sul Funzionamento dell'Unione europea **(TFUE)[[10]](#footnote-10)**.

Ai fini della vigilanza prudenziale, la BCE è incaricata dei compiti in materia di enti creditizi con sede negli Stati membri partecipanti di cui all'articolo 4, nel quadro dell'Articolo 6 del Regolamento MVU.

Secondo l'Articolo 4, paragrafo 1, lettera e), del Regolamento MVU, la BCE deve assicurare il rispetto del diritto dell'Unione che impone agli enti creditizi di dotarsi di un sistema di governance solido, compreso il possesso dei requisiti **di professionalità e onorabilità per le persone responsabili dell'amministrazione, direzione e controllo degli enti creditizi**. Ai fini dell'espletamento dei propri compiti a norma dell'articolo 16, paragrafo 2, lettera m), del Regolamento MVU, la BCE ha altresì il potere di vigilanza per rimuovere in qualsiasi momento gli esponenti degli enti creditizi che non soddisfano i requisiti previsti dal diritto dell'Unione. L'Articolo 91, paragrafo 1, della **CRD** IV e il recepimento del diritto nazionale stabiliscono che gli esponenti devono sempre avere una buona reputazione e possedere conoscenze, competenze e esperienza sufficienti per svolgere le proprie funzioni. Nell'ambito delle procedure inerenti la vigilanza dei soggetti significativi vigilati, gli Articoli 93 e 94 del Regolamento (UE) n. 468/2014 **(Regolamento Quadro dell'MVU)[[11]](#footnote-11)** stabiliscono le norme procedurali per la valutazione da parte della BCE della conformità ai requisiti di professionalità e onorabilità delle persone responsabili dell'amministrazione, direzione e controllo degli enti creditizi. Al fine di garantire che i requisiti di professionalità e onorabilità siano sempre soddisfatti, conformemente all'Articolo 94, paragrafo 2, del Regolamento Quadro dell'MVU, la BCE può avviare una nuova valutazione qualora venga a conoscenza di nuovi fatti che possano influire sulla valutazione iniziale dell’esponente.

**Informativa sui dati personali**

Tutti i dati personali richiesti sono necessari per effettuare la valutazione della professionalità e onorabilità degli esponenti dei soggetti vigilati significativi. Qualora questi dati non vengano forniti, la BCE non può valutare se il membro del consiglio in questione è in possesso dei requisiti di professionalità e onorabilità al fine di assicurare che gli enti creditizi si siano dotati di un solido sistema di governance. Pertanto, rifiuterà la nomina o chiederà le dimissioni dell’esponente in questione su tale base.

**Destinatari o categorie di destinatari dei dati personali**

Nella procedura di valutazione della professionalità e onorabilità i dati personali possono essere divulgati, in caso di necessità, al personale delle ANC (Autorità Nazionali Competenti), ai Gruppi di Vigilanza congiunti (Direzione generale della BCE - Vigilanza microprudenziale I o II), alla Direzione generale della BCE - Vigilanza Microprudenziale IV (Divisione Autorizzazione), alla Direzione Generale della BCE - Servizi Legali (Divisione Legge di Vigilanza), alla Segretariato del Consiglio di Vigilanza e ai membri del Consiglio di Vigilanza e del Consiglio Direttivo della BCE.

**Periodo di conservazione applicabile**

La BCE è tenuta a conservare i dati personali relativi alle domande / notifiche dei requisiti di professionalità e onorabilità per un periodo di quindici anni: a decorrere dalla data della domanda o della notifica, se viene ritirata prima che una decisione formale sia raggiunta; dalla data di una decisione negativa; oppure dalla data in cui i soggetti interessati cessano di essere membri degli organi di amministrazione, direzione e controllo dell'ente vigilato nel caso di una decisione positiva della BCE. In caso di riesame sulla base di fatti nuovi, la BCE deve conservare i dati personali per quindici anni dalla data della sua decisione. In caso di procedimenti amministrativi o giudiziari avviati, il periodo di conservazione sarà prorogato e si concluderà un anno dopo il raggiungimento di una decisione definitiva da parte dell'autorità competente.

**Quadro normativo applicabile alla protezione dei dati e al titolare del trattamento dei dati**

Il Regolamento (CE) n. 45/2001[[12]](#footnote-12) è applicabile al trattamento dei dati personali da parte della BCE. Ai fini del Regolamento (CE) n. 45/2001, la BCE sarà il titolare del trattamento dei dati.

**Diritti dei soggetti interessati**

A norma dell'articolo 9 della Decisione BCE / 2007/1, i soggetti interessati al trattamento dei dati personali da parte della BCE per i suddetti fini di vigilanza prudenziale hanno diritto di accedere e di rettificare i dati che li riguardano.

**Contatto**

In caso di domande o reclami relativi a questa operazione di trattamento, è possibile rivolgersi al titolare del trattamento dei dati all'indirizzo Authorisation@ecb.europa.eu e / o all'Autorità nazionale competente all'indirizzo di posta elettronica protocollo@gpdp.it.

I soggetti interessati hanno altresì il diritto di ricorrere in qualsiasi momento al Garante Europeo per la Protezione dei dati: <https://secure.edps.europa.eu/EDPSWEB/edps/lang/en/EDPS>.

**Riconoscimento dell'Informativa sulla Privacy**

Questa Informativa sulla Privacy specifica il fondamento giuridico e i dettagli per il trattamento dei dati personali da parte della BCE. La BCE è tenuta a trattare i dati personali relativi a qualsiasi domanda al fine di valutare l'idoneità dell'esponente nominato per la posizione.

*Con la presentazione del modulo compilato si riconosce di aver letto e compreso la presente Informativa sulla Privacy.*
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8. OJ L116, 4.5.2007. [↑](#footnote-ref-8)
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